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Proaktiv beskyttelse:  
Hvordan IPS og SES gennemfører 
reducerede trusler for en 
europæisk transportoperatør

KUNDEPROFIL

UDFORDRINGER

FORDELE

BROADCOM-LØSNINGER

•	Branche: Offentlige transport-/
mobilitetstjenester

•	Region: Europa
•	Omfattede brugere/slutpunkter: 
4.800

•	Løsning: Symantec Endpoint 
Security Complete (SESC), Email 
Security.cloud, Arrow Managed 
Services

•	Miljø: Email Security.cloud, slutpunkt

1. MODERNISERING AF BESKYTTELSE I ET KRITISK  
OFFENTLIGT FORSYNINGSSELSKAB
En europæisk operatør af offentlig transport, der betjener millioner, stod over for et voksende 
pres for at beskytte data, da den migrerede arbejdsbyrder – herunder maskiner, servere, 
enheder og e-mail – til skyen. Da ældre systemer på stedet faldt bagud, havde de brug for 
en løsning, der passer til dagens trusselslandskab. Symantecs Endpoint Security Complete 
leverede avanceret EDR, adaptiv trusselsbeskyttelse og applikationskontrol, mens Email 
Security.cloud bragte Office 365-beskyttelse til moderne standarder.

2. ØGET FOREBYGGELSE MED INDBYGGET IPS  
OG ADAPTIV BESKYTTELSE
En af de største fordele ved SES Complete for European Transport var det indbyggede 
system til forebyggelse af indtrængning (IPS). Ved at implementere IPS har organisationen 
oplevet en markant reduktion i succesfulde indtrængen og eskalerede trusler, hvilket samlet 
set giver dem en stærkere ro i sindet på tværs af deres slutpunktsejendom. Derudover 
reagerede adaptive beskyttelseskapaciteter automatisk på risici under udvikling, så 
sikkerhedsholdet kunne være på forkant med nye angreb uden konstant manuel indgriben. 
Dette lagdelte, intelligente forsvar gav større modstandsdygtighed og ro i sindet.

3. LUKNING AF KLØFTEN MED SERVICE OG FLEKSIBILITET
Proaktiv automatiseret overvågning af Symantec-miljøet parret med hurtig indgriben for at 
imødegå potentielle sårbarheder og minimere nedetid var afgørende faktorer for at sikre 
kontinuitet i driften af transportnetværket. Dette, kombineret med den omfattende rapportering 
fra Arrows administrerede tjeneste, herunder strategiske anbefalinger til forbedringer af 
ydeevnen, viste sig at være afgørende ved at opfylde både tekniske og driftsmæssige krav. 

4. STYRKELSE AF LOYALITET GENNEM UDVIKLING I SKYEN
Aftalen bekræftede European Transports loyalitet over for Symantec, samtidig med at  
de fremmede deres skystrategi. Med en klar vej til en enkeltagent-tilgang og integreret DLP  
i horisonten ser kunden ikke blot Symantec som en løsning, men som en langsigtet  
strategisk partner.

•	Aldrende lokale slutpunkter afslørede 
huller i trusselsforebyggelsen

•	Office 365-migrering afslørede 
behovet for avanceret EDR og 
beskyttelse, der er klar til skyen

•	Budgetbegrænsninger og 
konkurrencedygtige offentlige priser 
øger presset

•	Styrket e-mail- og 
slutpunktssikkerhed på tværs af et 
hybridmiljø

•	Reduceret eksponering for nul 
dags- og netværksbaserede trusler 
gennem IPS-integration

•	Opnåede omkostningseffektiv 
modernisering uden at 
gå på kompromis med 
beskyttelseskvaliteten

•	Bevarede kontinuitet gennem 
Symantec, en betroet mangeårig 
leverandør

•	Styrkede intern tillid gennem 
ledelsens opbakning og 
partnersamarbejde

•	Leverede 4800 licenser til Symantec 
Endpoint Security Complete og 
Email Security.cloud.

•	Pakkede Arrow-administrerede 
tjenester: en dedikeret 
sikkerhedstjeneste, der leverer 
teknologi til proaktiv overvågning og 
varsling i realtid


